
SPHERESHIELD FOR 

WEBEX TEAMS & MEETINGS

Compliance & Security



OVERVIEW OF AGAT SOFTWARE

Skype Teams Webex Slack Zoom RingCentral

PLATFORMS





ETHICAL WALL



Control who can communicate with 
whom

Internal communication between 
different groups/users/domains/Spaces

Federation with external, users/ 
Guests 

Control specific collaboration
options

Control communication
types between users
Including:
LaΩǎΣ
file-sharing, Audio/Video/Screen-sharing

ETHICAL 

WALL



SAMPLE POLICIES: INTERNAL AND EXTERNAL

MY COMPANY 
MY COMPANY 

Group A

Group B Group C 

IM

Audio/Video

Files 

Allow Policy

ΧΦΦ

Limit Policy

IM

Audio/Video

Files 
ΧΦΦ

IM

Audio/Video

Files 

Block Policy 

ΧΦΦ

Group A

Other Group

Allow Policy

IM

Audio/Video

Files 
ΧΦΦ

IM

Audio/Video

Files 

Limit Policy 

ΧΦΦ

IM

Audio/Video

Files 

Block Policy

ΧΦΦ

IM

Audio/Video

Files 

Block Policy

ΧΦΦ

Federated 
Company A

Federated 
Company B

External Policy Using 
Ethical Wall

Internal Policy 
Using Ethical Wall



PRE-VALIDATE

MEETING

�‡SphereShield validates all meetings as soon as 
they are scheduled before they start

�‡The user violating the policy will be removed.

�‡A message will be sent to organizer. 


